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Data Breaches 

What is a personal data breach? 

A personal data breach means a breach of security leading to the accidental or 
unlawful destruction, loss, alteration, unauthorised disclosure of, or access to, 
personal data. This includes breaches that are the result of both accidental and 
deliberate causes. It also means that a breach is more than just about losing 
personal data.  
 
Personal data breaches can include:  

 access by an unauthorised third party;  
 deliberate or accidental action (or inaction) by a controller or processor;  
 sending personal data to an incorrect recipient;  

 computing devices containing personal data being lost or stolen;  

 alteration of personal data without permission; and  

 loss of availability of personal data.  
 

A personal data breach can be broadly defined as a security incident that has affected the 

confidentiality, integrity or availability of personal data. In short, there will be a personal data 

breach whenever any personal data is lost, destroyed, corrupted or disclosed; if someone 

accesses the data or passes it on without proper authorisation; or if the data is made 

unavailable and this unavailability has a significant negative effect on individuals. 

If you believe a data breach has occurred then please contact Plas Meddyg Surgery’s 

Practice Manager Mark Burgess (mark.burgess3@nhs.net, 01322 470595) as soon as 

possible. 
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